Adding Citizens Lab 
David,
So you all want me to go first... Okay then.
[bookmark: _GoBack]The issue with SSL and no SSL is fingerprinting of information sent and received when you make web requests. It will send the model of device, Screen Size, language, browser and software versions. With that you can apply heuristics... for instance timing of connection, geographically decompiling the IP compared to known Data about a Target, comparing it to other datasets. You can see how just by applying some layers you can remove anonymity. While it directly exposes an IP of a device which exposes it for direct, immediate and automatic intrusion. Now, as a general exploit due to Bulk Collection Laws at international Connection Points within US and Canada it means just by default both sides security agencies can gather that data, especially unencrypted data without warrant but also process in real time (Learn from) and apply AI (In a lot of AI  can be considered compression of efficiency*). But also the ISP in the US for example can be compelled by warrant as to yield data Held, including backups without legally ever having to inform The 3RD Party. So imagine if someone dumped data, names, events or other sensitive details about themselves regarding National Defense or Security projects through such a compromised source.  It would create a serious mess to detangle between two countries. Now to speak to this in your context. First you have no SSL while the IP Address of Your Web Site shows from a cluster in the US. Meaning the fingerprints of anyone accessing your site are subject to bulk collection while you can’t ensure that for some reason, the ISP’s carrying your traffic don’t accidentally reroute through another Country or Connection whether it’s Intentionally, By Accident, Or Maliciously by some other 3rd Party. Your website also has different embedded insecure HTTP links to 3RD Parties which may be relics however my browser is seeing them fired and so this could be exposing some of your patrons Finger Prints in a more intricate way with tracking cookies.
Now, I’d like to give you an example of seemingly basic data can be used and de-anonymized in a similar way by directly comparing it to the Phishing suspected of the 3HR. I have my Property Setup as a Business Entry on google maps. In and around August through September 2021 through you can see Very specific and significant Jumps in Business Views that are correlated with me sending Emails. I’ll show a recent one as it pertains to my Illegal Captivity August 2nd 2022. LINK Now consider I get basically no Business Views here, so much like the 3HR website I have a pretty solid baseline. So in my context a few is interesting, 10 is quite notable. 200 is very specific, and 500 is an Earthquake. But this also shows cluster related blips and also a strange Average that only leveled out part way through this process and then changed to a seemingly a Random Generator roughly between 1 and 120 averaging 60. You can visually see the idea once you know the range.  While if I was “them” I would do this to obscure the real number, especially as they likely watched me quantify this and realize it. All of which directly indicates active and reactive intelligence. Consistent with intelligence of EMIC Contracts seemingly being deleted from the Websites. All of which and all brings me back to my google account being locked the Morning of August 2nd 2022, just before HRP performed their illegal Arrest and my Illegal Captivity. But most importantly is when I did get my google account back shortly after but they still would not unsuspend those Business Analytics containing the views until August 22nd 2022. This means first that this may mean they were intentionally blocking me from critical Evidence but also means they could have stopped me if they thought I was some kind of risk and they clearly didn’t. But you can see how that Business Views Phishing data (IP) would be invaluable to security services or malicious 3rd parties much like with the 3HR IP Phishing.
All of which points to an interesting point about Fingerprints, Encryption, SSL and AI. Consider for instance the citizen lab starting at 38 Million Canadians was able to analyze the “infection” from Pegasus by identifying the servers first, they found the IPS that served the requests, repeated to find the university and spoke with the community to find someone who matched those timing patterns. You can see how that could be automated but also how In a basic way you can de-anonymize simply by Blacklist and Whitelist data until you reach the smallest reasonable subset.  And by using AI, Heuristics and Every Bit of Data they can soak up it will allow “Them” to generalize patterns (People) in data as to track, de-anonymize and manipulate on an Industrial scale and at the most intimate of human levels. As the animals we really are. And this mixed with Hardware such as that from Boston Dynamics will be terrifying as it will literally have the capacity to become a god...
Now, let’s bring this all together. If I wanted to be malicious. I could have embedded a tracking pixel, analytics or links in my emails. I could pay for detailed business analytics. I could have exposed it to HTTP and proxy it to every country in the world. This would expose anyone who opened the messages and in a lot of cases their IP addresses of their Home Routers, Offices or Cellular Devices. And immediately like a swarm Automated Systems would start their attacks. And then all the sudden those Bulk Collections laws you were laughing about become very concerning wouldn’t they David? While as another tactic as to create a Legal Nightmare with relatively simple code you could enumerate every single article in “The Wolf and The Neural Network” including the EMIC contracts and automatically add them to WayBack machine where they would still be admissible in court such as is the case with EMIC contract #1 that was deleted from the Government Website just after August 2022 but exists on WayBack Machine. While even now if it gets deleted from WayBack machine it shows further intelligence and creates a trail. And all of which can be automated, distributed and deployed in minutes to Billions of people.... And I explicitly chose against building something like this in software because it could be considered a weapon.  While considering that from my perspective these people have the Best Encryption, Technology and Minds in the world and I still by-passed a lot of it using a relatively simple method.
“Meta-data tells you as much about the... the communications as the the content of communications” and
“You cannot build in a back door that cannot be exploited.”
David Fraser
But then it raises the point that given the Classification and Sophistication of the Systems that these people used on me should they not be considered weapons? Consider the Players, SCL Group - Cambridge Analytica - EMIC - (Related Companies And People Relationships ---  Quick Chart Showing Top Level Directors and Associations). They have specific histories with Machine Learning and Behavioral Augmentation. While, as you can see in the additional Comments Section of EMIC Contract # 1 is “Target Audience Analysis, Ottawa, ON” Which can and have in different circumstances be considered “Weapons Grade Communications”. It’s basically Psychological Warfare. On top of the Will of Billions of Dollars. And the Psychological perspective of “Catch and Kill” and Reasonably Corrupt Police. While from the perspective of “them” or “they”... it is absolutely non contestable that since the beginning some of these parties entrapped and humiliated me. They sent men with Guns and Access to Systems of Terror specifically motivated by Money and their own Polarized personal and political ideologies as to specifically threaten and harass me, disabled women, children, and sick people. And they didn’t send plain clothes people because they wanted to explicitly brandish those Weapons and Systems of Terror along with their capabilities to buy the ability to brandish those Weapons and Systems of Terror. While THEY associated me with the Wortley report, these topics, these individuals and issues... not me. So I’m not just pretending to be a victim... these terrorists targeted me. And who knows how many others.
And this is where the idea of the “The Wolf and the Neural Network” comes from. It's complex and many things so I will only explain a bit.  It’s an adversarial network to their Psychological Warfare. First “The Wolf” implies their dominance driven behavior and the obvious fact that to engage in this behavior they need to find something on me as to justify it including going so far as to consider me a terrorist is represented by the Cartoon Text ASCII Wolf, the idea of “lone wolf”, prejudice, bias and “treating people like animals”. While it also represents a deeper sensitive conversation about Symbols and Illustrations. Where the idea of the “Neural Network” is also that of an Adversarial Neural Network – “Me” against all of “Them”. Where safety nets needed to be built in. Moby dick is just one of the Deeply Embedded and complex Easter Eggs to show consistency and show the predictive nature of Doctor Holms for example. But in general it links to AI, the philosophical question of “Am I a computer?” to the Quote January 6th 2022, The “Freedom Convoy” and Music. It’s quite intricate, predictive and structured...And meant to serve as an anchor and message for a “clever man”... And to that, think really hard about this David..... You were the first Lawyer I contacted, Your Name was listed as one of the very few people who could Call Mount Hope and Ask about Me. From Mount Hope on August 8th 2022 I watched you on TV, talk about RCMP and Spyware As they did their Parliamentary Inquiry. While I just happened to catch what seems to be coordinated videos involving You (David Fraser) and WhiteHatter and CTV and Kevin McCoy both on July 30th 2020. Fascinating set of coincidences wouldn’t you say David? Are you uncomfortable yet? Well how about this... your firm just happen to have a 5 Million dollar Contract with these parties so do you remember when you were talking about other countries, really good hackers, Surveillance, Meta-Data, International Connection Points and that Helicopter Just happened to fly by... Planecident timings can be quite confusing wouldn’t you agree? And to that I’d suggest you think really hard about this...Do you recall ever meeting me David and how sure are you?
The reason I am telling you this is to show the ordered Nature... and Ordered response. The Adversarial Neural Networks at play in a tangible way. Like when an immoveable object meets an unstoppable force. All of which me brings me back the Philosophical perspective that they created me and I used the experiences form my life to beat them. And something inside me could see a shadow lurking but couldn’t quite figure it out and look what it found... Hate, Racism, Misogyny, Homophobia... and these specific kinds of people. And right now their Hand seems to be that Scotts a Piece of Shit and then the world keeps spinning... And for me maybe this is my hand and my chance to say something to Monsters and Demons that have haunted me and so many others. So I’m sorry... I think you are very likely a good guy. So please just consider this and the following as free advertising, free education and free technical advice...
So That’s Facts are I’m right about the 3HR and The Investigator “They” did fail their Privacy Impact Assessment and if you are representing them, you were also wrong and no reasonable person would have proceeded especially given the Security review. While the existence of the EMIC Contracts strengthens my argument for Class of Subject 7 and 10 and so bolster my argument about Privacy Policy and PIPEDA and The Foreign Actors and Pressures involved absolutely confirm concerns and hesitations laid out in my technical and security reviews. While “They” are using Weapons Grade Tactics targeting up to 38 million Canadians while you are laughing about Mass Surveillance and while your side gets to coordinate Videos on YouTube and CTV to cover it up while I don’t even get client attorney Privilege... how will you explain something like that to your students and those “100 Judges”? But all of that aside were going to focus on your publicaly visible website. See you can’t respond to this but you are still a Top Privacy Lawyer and this challenges your legal knowledge and foundation to the very commitment to the premise of your specific field. While I’d wager you know there are top Technical Minds assessing and the 3HR already has made those same base recommended changes a while ago. While really, this is a 5 million dollar contract and you are playing with the big boys so I think you would agree that reasonably every measure should be taken so...TikTok...
And one last thing...I was looking at your Yearbook from your fancy Private school that you were worried might be found online. And it all makes me wonder... how am I doing for “Public School”?
Remember... you all wanted me to go first.
Good Luck
**This is meant to illustrate a point and Educate and is not to demean David Fraser or his skills as a Lawyer.  His skills are proven with time, clients and in the courts and are not decided by me. And due to contract obligations he cannot respond as to defend his technical position. So please remember this is not a typical situation, Players or Approach but a Challenge to see if he’s prepared. 

